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. 28 AR 1977

MEMORANDUM FOR: Legislative Counsel
FROM: Director of Central Intelligence
SUBJECT: Meeting with Senator Inouye

1. T discussed Senator Incuye's letter of 15 March
requesting my evaluation of our ability to verify strategic
arms Timitations or agreements. I suggested that we do
this orally rather than in writing. He agreed and said
that he would have a meeting of just the Committee members.

2. Please arrange a date for such a meeting. -

<
e

e ——
STANSFIELD “TURNER -
Admiral, U.S. Havy -

cc: . DDCI
D/DCI/IC
Howard Stoertz

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2



Approved ForfRelease 200
TRANS

738 CIA-RBPB0MOTE5A000 '
MITTAL r_ﬁi‘t PEOMOTTESAD

TO: :
ER o
ROOM NO. BUILDING
TE12 Hgs
REMARKS:

) CE pen 3

FROM:

OLC

Approved For| 2 }ge ZOOGIWﬁ'gé“S.'CIA-RDPSOMOC

FSERRY06001

F10F“EMB 205.241

REPLACES FORM 36-8
WHICH MAY BE USED.

an

130003-2

30003-2



Approved For Releasg 2006/01/30 : CIA- RDP80M00165A00060013000~ S ——

- 7775 |

CENTRAL INTELLIGENCE AGENCY
WasHINGTON, D.C. 20505

OLC 77-1058/a
2 4 MAR 1977

Honorable Daniel K. Inouye, Chairraan
Select Committee on Intelligence
United States Senate

Washington, D.C. 20510

Dear Mr. Chairman:

I have your letter of March 15, 1977 to Admiral Turner

- regarding the capability of the Intelligence Community to verify
present and possible future strategic arms limitations agreements.
My staff, in conjunction with the Intelligence Community staff,

is looking into this matter and we will respond as soon as all
~appropriate agencies have been consulted.

Sincerely, .
SIGNED Z&sr

i SGeorge L. Cary
I.egislative Counsel

Distribution:
Original - Addressee
1 - SA-D/DCI/IC
1 - ER
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BIRCH BAYH, IND. CLIFFORD P. CASE,
ADLAI E. STEVENSON, ILL. JAKE GARN, UTAH
WILLIAM D, HATHAWAT, MAINE CHARLES MCC. MATHIAS, IR., MD,
WALTER D. HUDDLESTON, HY. JAMES B. PEARSON, KANS, ~ ey { _E
JOSEPH R, MIDEN, JR., DEL. JOMIN H. CHAFEE, R.. LTLile aies _:E.)ena e
ROBEHT MORGAN, N.C. RICHARD G. LUGAR, {HD,
GARY HART, COLO, MALCOLM WALLOP, WYO.
DANIEL PATRI(?K MOYNIHAN, N.¥, ' SELECT COMMITTEE ON INTELLIGENCE

Ld

WILLIAM G. MILLER, STAFF DIRECTOR

MICHAEL J. MADIGAN, MINORITY COUNSEL (PURSUANT TO S. RES. 400, $4TH CONGRESS)
£L. ). 5 .

WASHINGTON, D.C. 20510

March 25, 1977

IN REPLY PLEASE
REFER TO R#73293

Mr. E. Henry Knoche

Deputy Director of Central Intelligence
Central Intelligence Agency

Washington, D. C. 20505

Dear Hank:

I have enclosed a copy of an amended version of
S. 3197, which has been provided to the Department of
Justice. It is clearly the belief of the staff that a
bill governing electronic surveillance should go forward
at this time without the provisions which you will find
in this draft relating to mail opening and surreptitious
search and seizure.

I would like very much to set up, at your earliest
convenience, a meeting between you and John E11iff,

who will be serving as Senator Bayh's principal staffer
in this area.

Very truly vyours,

C'[/ (*u’—

Elliot E. Maxwell

Enclosure

L C- 53’.&_&;
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____________ CON(: ];]QS&‘; . G (Norr-~ il in ot Wank linoa except

‘ those procided for the dute, nma-
. her, wrd cefrrence of Lill)

“

e SESSION o .. .. RO

IN THE SENATLE OF 1itld UNITED STATES

Mr.

introduced the following bill; which wag read twice and referred to the Commiltee on

A BILL

To amend title 18, United States Code, to authorize applications
for a court order approving the use of certain investigative

techniques to obtain foreign intelligence information.

(Inscrt title of bill hevs)

Be it enacted by the Senale und House of I»’epresentativés of the United Stales of
America in Congress assembdled, That this Act may be cited as the
"Foreign Intelligence Investigations Act of 1977."

SEC. 2. Title 18, United States Code, is amended by adding

a new chapter after 119 as follows:

"CHAPTER 120. -- WARRANT PROCEDURES IN FOREIGN INTELLIGENCE
INVESTIGATIONS. .
"Sec.

%2521, Definitions.
"9522. Authorizations for certain investigative techniques
for foreign intelligence purposes.
v2523. Designation of judges authorized to grant orders for
certain investigative techniques.
12524, Application for an order.
" 12525, Issuance of an order.
12526. Use of information.
"2527. Report of certain investigative techniques.
“2528. Common carriers.”

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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Definitions

'"(a) Except asiotherwise provided in this section
the definitions of section 2510 of this title shall apply
to this chapter.

"(b) As used in this chapter -

"(1) 'Foreigq power' means .--

"(A) a foreign government or any component
thereof, whether or'not recognized by the United
States; ' |

"(B) a faction of a foreign‘natioﬁ or
nations, not substantially composed of United
States persons; _

"(C) an entity, which is directed and

controlled by a foreign government or govern-

ments which is engaged in terrorist, sabotage,

or clandestine intelligence activities or which

is not substantially composed of United States

persons;
"(D) a foreign-based terrorist group not

substantially composed of United States persons;

or

"(E) a foreign-based political organization,

.not substantially composed of United States persons.

"(2) 'Agent of a foreign power' means --

"(A) a person who is not a United States
person and who is an officer or employee of a
foreign power;

"(B) a person who --

"(1) pursuant to the direction of

foreign power, knowingly engages imn-er
knewingly-aeEs-iﬂ—furEhefaﬁee—ef, in
terrorist activities for or on behalf of

a foreign power,

Abproved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2



Cme . C , iva,

.- et P N .

. P
LYt o Ay

it o

]
55

Abproved: FesRelease 2006/01/30 : CIA-RDP80M003§5A000600130003-2

-3-

"(ii) knowingly conspires with,
aids, or abets such a person, engaged ‘in

terrorist activities for or on behalf of

a foreign power;
"(C) a person who --

(1) pursuant .to the direction of a

foreign power, knowingly engages in, ev

knewingly-aets-in-furtheranece-of sabotage

activities for or on behalf of a foreign
power, or -

"(ii) knowingly conspires with, aids,
abets such a person kaewiﬂg—thgt-saeh-persen

is engaged in such sabotage activities for

or on behalf of a foreign power;
"(D) a person who -- ’

(1) pursuant to the direction of a

foréign power, knowingly engages in clandes-
tine intelligence activities for or on behalf
of a foreign power, ﬁhich activities involve
or will soon involve a violation of the

criminal statutes of the United States or

will éubstantially harm the security of the

t United States, or

"(3)

life;

"(ii) knowingly conspires with, aids
or abets such a person engaged in such clan-
destine intelligence activities for or on

behalf of a foreign power.

'Terrorist activities' means activities which --

"(A) are violent and dangerous to human

"(B) violate a Federal or State criminal

statute, or if such activities have been or will

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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be conducted outside the United States, would

be criminal under the laws of the United States

or any state if committed within its jurisdiction;

and
"(C)‘ appear to be intended --
(L) to intimidgte or coerce the
civilian population, or
(ii) to influence tHe policy of a
government by intimidation or coerecion.
"(4) 'Sabotage activities' ﬁeans activities pro-
hibited by Title 18, United States Code, chapter 105.
"(5) 'Clandestine intelligence activities' means
the céllection or transmission of information related
to national defense or foreign policy, the fact or
purpose of which collection is concealed or attempted
to be concealed,
"(6) 'Fofeign intelligence information or material
means --

"(A) information or material which relates
to, and is necessary to the ability of the United
States to protect itself against, actual or poten-
tial attack or other grave hostile acts of a
foreign power or an agent of a foreign power;

"(B) information or material with respect
to a foreign power or foreign territory, which
relates to, and because of its importance is
essential to --

"(i) the national defense or the
sécurity of the Nation, or
"(ii) the conduct of the foreign

affairs of the United States;

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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"(C) information or material which relates

Vo to, and is necessary to-the ability of the United

o ' States to protect against, the terrorist activities
of a foreign power or an agent of a foreign power;
"(D) information or material which relates

to, and is necessary to the ability of the United

. N
i
i i

States to protect. against, the sabotage activities

|

of a foreign power or an agent of a foreign power;

or

"(E) information or material which relates

- _._z.f

to, and is necessary to the ability of the United

States to protect itself against, the clandestine

L R |

. . ' intelligence activities of an intelligence service
or network of a foreign power or an agent of a
foreign power;
"(7) 'Electronic surveillance' means --
"(A) the purposeful selection for monitoring,
v , on the basis of name, or other personal data which
identifies a United States person which would result
in the acquisition by an electronic, mechanical or
gggd _ other surveillance device, of the contents of any
communication made with a reasonable expectation
1 o of privacy‘to or from such United States person,
! without the consent of any party thereto;
"(B) the acquisition by an electronic,
mechanical, or other surveillance device, of the
PO ‘ ’ contents of a wire communication to or from a
person which is not a foreign power without the
consent of any party thereto, where such acquisition

‘ occurs in the United States while the communication

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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is being transmitted by wire;

"(C) the acquisition, by an electronic,
: mechanical, or other surveillance device, of the
contents of a radio communication, to or from a
pefson which is not a foreign power without the
consent of any party thereto, made with a reasonable
expectation of privacy, and where both the sender
and all intended reéipients are located within thé
United States; or

"(D) the installation or use of electronic,

. o mechanical or other surveillance device to be used
. : - against a person which is not a foreign power in the
| ‘United States or againét a United States person for
: .the purposeful acquisition of information other
. than from or related to a radio or wire communication
| under c1rgumstances in which a person has a rea-
sonable expectatlon of privacy.

"(E) nothing in this definition or chapter
is intended to affect Section 605 and 606 of
title 47 of the United Stafes Code or to limit

or affect the signals intelligence activities

1

of the United States Government involving‘the

acqulsltlon of communications by electronlc

N

mechanlcal or other surveillance device not
falling within the term 'electronic surveillance"
as defined in this Act provided that -~
| o . "(i) all such acquisition or acti-
vities are conducted for foreign intelligence
purposes; and
"(i1) an agency authorized to conduct
such signals intelligence activities shall

Ay not disseminate information which is not

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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foreign intelligence.information derived
from such activities or acquisition which
identifies a United States person without
his consent unleés the information pertains
to a possible threat to the physical safety
of any person. '

"(8) 'Mail opening' means the inspection of the
contents 6f first-class méil before such méil is delivered
to the person to whom it’is difected.

"(9) 'Surreptitious search and seizure' means
the unconsented search of any privéte dwelling, or any
other building or property in the United States, or
outside of the United States if such search is dlrected
at a United States person, in order to obtain any infor-
mation or material, the fact or purpose of which search =
is concealed or attempted to be concealed.

"(10) 'United States person’ means --

"(A) a citizen of the United StatesA an
alien lawfully admitted for permanent re51denCP

(as deflned in section 101(a) (20) of the Tmmi -

gration and Nationality Act), an unincorporated

association the majority of members of which are
‘citizens of the United States or aliens lawfully
admitted for permanent residence, or a corporation
which is incorporated in the United States or a |
majority of the stock of which is owned by
citizens of the United States, aliens lawfully
admitted for permanent residence, or a corporation
which is incorporated in the United States, but

not including corporations which are foreign powers.

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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"(11) 'Attorney General' means the Attorney

. General of the United States or in his absence the
.4;3' Actinz Attorney General. 7

"(12) 'Minimization procedures' means procedures

‘t‘é : to minimize the acquisition of information or material
that is not foreign intelligénce information or material,
: _ to assure that information or material which is not
foreign intelligence information or material not be
maintained, and to assure that information or material
[ : , obtained not be used except as provided in section 2526.
o '§2522. Authorization for certain investigative techniques
1 . : for foreign purposes.

"Applications for a courtorder under this chapter are
authorized if thé President has, by written authorization,
empowered the Attorney General to approve. applications to
nnd : Federal judges hdving jurisdiction under section 2523 of
o ' this chapter, and a judge to whom an application is made
may-grant an order, in conformity with section 2525 éf this
P chapter,.approving electornic surVeillance, mail opening,

Or surreptitious search and seizure targeted at a foreign

power or an agent of a foreign power for the ?urposevof
X obtaining foreign intelligence information.
—"j
? . . 1"§2523. Designation of judges authorized to grant orders
‘ v for certain investigative techniques. |
T ""(a) The Chief Justiée of the United States shall
- ' publicly designate seven district court judges, each of
whom shall have jurisdiction to hear applications for and
grant orders approving electronic surveillance, mail opening,
—_ or surreptitious search and seizure anywhere within the
United States under the procedures set forth in this chanter.

== excent that no judee desisnated under this subsection shall

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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have jurisdiction of an application under this chapter which
has been denied previouslv bv another judge designated under
this subsection. If any judge designated under this subsection
denies an application ﬁor an order authorizing electronic sur-
veillance, mail opening, or surreptitious éearch and seizure

under this chapter, such judge shall provide immediately for

. the record a complete written statement of the reasons for

his decision and, on motion of the United States, direct
that the record be transmitted, under seal, to the special

court of appeals review established in subsection (b). 1In

‘the event of an appeal in.the denial of an- application made

under this chapter, the judge denying the application shall
bg; for the purposes of tﬁe appeal, a respondent in the action
ﬁith the right to assistance of counsel.

"(b) The Chief Justice shall publicly designate thfee
judges, one of whom shall be publicly designated as the
presiding judge, from the United States district courts or
courts. of appeals who together shall comprise a speéial court
of review appeals which shall have jurisdiction to review
the denial of any applciation made ﬁnder this chapter. If
sueh-speeial-eourt-determines-that-the-appliecation-was-preperiy
dented, On making its determination, the special court shail
immediately provide for the record a complete written state-
ment of the reasons for its decision and, on motion of the .
United States or of the respondent District Court judge,
direct‘that the record be transmitted to the Supreme Court,
-which shall have jurisdiction to review such decision

"(e¢) All proceedings under this chapter shall be con;
ducted as expeditiously as possible. The record of proceedings
under this chapter, including applications made and orders

granted, shall be sealed by the presiding judge and shall be

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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maintained under security measures established by the Chief
Justice in consultation with the Attornev General,

n(d) The special court of review shall promulgate orders

establishing the procedure for selecting to which judge

designated under section 2523(a) each successive application

under this chapter shall be submitted.

"(e) The Chief Justice shall designate judges under this

chapter ffom.among judges nominated by the Judicial Conference

of the United States. Each judge designated shall so serve for

a maximum of seven vears and shall not be eligible for re-

designation, provided that the judges first designated under

subsection (a) shall be designaied for terms of from one to

seven years so that one term expires each year, and that judges

first designated under subsection (b) shall be designated for

terms of three, five, and seven years.

"§2524. Application for an order.

"(a) Each application for an order approving electronic
surveillance, mail opening, or surreptitious search.and seizure
under this chapter éhall be made by a Federal officer in writing
upon oath or affirmation to a judge having jurisdiction under
section 2523 of this chapter. Each application shall require
the approval of the Attorney General based which may be granted
only upon his finding that it satisfies the criteria and the

requlrements of such appllcatlon as set forth in thlS chapter.

: It shall include the following 1nformatlon

"(1) the identity of the Federal offlcer making
the application;

» "(2) the authority conferred on the applicant
by the President of the United States and the approval
of the Attofney General to make the applicatiom;

"(3) the identity or a characterization of the

person or entity who is the target of the electronic

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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surveillance, mail opening, or surreptitious search
and seizure; | | _

"(4) a description of the facilities or place
where the mail opening is to be conducted, or at which
the electronic surveillance or surreptitious search
and seizure is directed;

"(5) a statement of the facts and circumstances
relied upon by the applicant to justify his belief
thaf --

"(A) the target of the elegtroﬁic sur-

veillance, mail opening, or surreptitious search
and seizure is a foreign power or an agent of a
foreign power and ,

"(B) in the case of electronic surveillance
or surreptitious search and seizure, the facilities
or the place at which the electronic surveillance
or surreptitious search and seizure is directed
N ‘ vare‘being used, or are about to be used, by a
f foreign power or an agent of a foreign power;

"(6) a statement of the minimization procedures
—el ‘ to be applied te-minimise-the-aequisitiens;-retentien,.
éﬂd-disseminaeieBT—aHd—Ee—feqaife-Ehe—expuﬂgiag7—9€
_Tfj _ iﬁfermatien—felasing-Ee~permanent-resideaﬁ—aliéﬁs—er
eitizens-of-the-United-btates-that-is-net-foreign
intelligenee-informations-does-net-relate-to-the-ability
ef-the-United-States=
—_ . . Y{A)}-te-preteet-itself-against-netual-exr
petential-attaek-or-other-grave-hostile-aets-of
a-fereign-pover-er-an-agent-of-a-foreign-povers
L Y(B)-te-provide-for-the-natienal-defense-

e¥-the-geeurity-of-the-Natiens

Y

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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Y{€)--te-provide-for-the-conduet-of-the
foreign-affairs-of-the-United-Btates;
Y{D)-~-te-protect-against-the-terrorist
aetivities-of-a-foreign-pover-or-an-agent-ef-a
" fereign-pewer;
Y{E)--to-proteet-itself-against-the-elan-
destine-intelligenee-aetivities-of-an-inteltligenee
- se¥viee-or-network-ef-a-fereign-pewer-or-an-agent
e£—a—£eréign-pewer;
except, that appropriate steps shall be taken
to insure that information or material maintained solely

because it is foreign intelligence information

or material as defined in section 2521(6) (B) (ii)

information-retained-solely-beecause-it-whieh

relates-to;-and-beeause-of-its-importanee-is

deemed-essential-to-the-econduet-of-foreign

affairs shall not be maintained in such a manner

as to permit the retrieval of such information

or material by reference to a United States

'peréon who is a party to a communication inter-

cepted as pfovided»in this chapter, or identified

through mail opening or surreptitious search and

seizure conducted pursuant to tﬁis chapfer.

V¢6)--if-the-targat-of-the-eleetronie-surveillanee
is-a~£ereign—pewef—whieh—qualifies—as-sueh—éelely-eﬁ—thé'
basis-that-it-is-an-entity-eontrolled-and-direeted-by
a-foreign-government-or-governments;-and-uvnless-there-is
prebable-eause-te-believe-that-a-substantial-number-of-the
effieers-or-exeeutive-of-sueh-entity-are-officers-or
empleyees-eE—a-ﬁereigafgevernmenE7—er—agea§s-e£-a-£e§eign
power-as-defined-in-seetion-2521{23{B);-{€);-{DP)5-0x-£E),

a-statement-of-the-proecedures-to-prevent-the-aequisition,

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600'i30003-2
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reEenEien;—aﬂd—dis5emina€ien—aad—te-reqairg—Ehe-expaaging
ef-eemmuﬁieaeiens—eﬁ—permanent—fesidentfaliens—aﬁd
eieizeas—eﬁ—ﬁhe-UniEed-SEaEes-whe-afe-neﬁ-eféieefs»er
exeeuedﬁe&ef—sueh—ea&iEy—respeasible—fer-these-afeas
ef-iEs—aetivieies—whieh-invelve-fereign—in&elligeﬁeé
infermation- .

'”(7) a factual descrlption of the nature of the
1nformatlon or material sought which in the case of
surreptitious search and seizure shall particularly
describe the information or material to be seized.

"(8) a certification or certifications by the
Assistant-EeFEhe-PfesidenE—ﬁgf—NaEieaal-Seeurity-Affairs
©r an executive branch official or officials designated

by the President who is the incumbent or in his absence

the acting incumbent of one of the following offices:

Secretary of State, Secretary of Treasury, Secretary of

Defense, Assistant Secretary of Defense (Intelligence),

Director of the Arms Control and Disarmament Agency,

Director of the Energy Research and Development Agency,

A551stant to the President for National Security Affairs,

Director of Central Intelligence, Director of the Federal

Bureau of Investigation, Director of the National Security
Agency --
"(A) that the information or material sought
is forelgn intelligence information or material;
"(B) that the purpose of the surVeillance,
mail opening, or surreptitious search and seizure
is to obtain foreign intelligence information or
material;
"(C) that such information or material
cannot feasibly be obtained by normal investigative

fechniques;
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“"(D) that such information or material
is likely to be obtained by the technique for
which approval is séught;
"(E) including a designation of the type
. of foreign intelligence information or material
being soﬁght according to the categories described
section 2521(b)(6); and '
"(F) including a statement of the basis-
for the certification that --
~ "(i) the information or material
sought is the type of foreign intelligence
information or material designated,'and
"(ii)such information or material
cannot feasibly be obtained by normal
investigative techniques; and
"(iii) such information or material
is iikely to be obtained by the technigue
for which approval is sought; '

"(9) a statement of the means by which the sur-
veillance, maillopening, or surreptitiousbentry will
be effected;

"(10) a statement of the facts concerning all pre-
vious applications that have been made to any judge under
this chapter involving any of the persons, facilities,
or places specified in the apﬁlication, and the action
taken on each previous application; and

"(11) in the case of electronic surveillance or
mail opening, a statement of the period of time for
which the electronic surveillance or mail opening is
required to be maintained. If the nature of the intel-
ligence gathering is such that the approval of the use

of electronic surveillance or mail opening under this

'chapter should not automatically terminate when the

R S—
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described type of information has first been obtained,
Ka‘description of facts supporting the belief that addi-
tional information of the same type will be obtained
thereafter.
"(b) The Attorney General may require any other affi-
davit or certification from any other officer in conneétion
with the application.

"(c) The judge may require the applicant to furnish such

‘other information or evidence as may be necessary to make the

determination required by section 2525 of this chapter.

I‘-§’2525. Issuance of an order.

""(a) Upon an application made pursuant to section 2524
of this title, the judge shall entervan ex parte order as
requested or és modified approving the electronié surveil-
lance, mail opening or surrcptitious search and seizure if
he finds that --

M"(l) the President has authorized the Attorney

General to approve applications for electronic surveil-

lance, mail opening, or surreptitious search and seizure

for the purposé of obtaining foreign intelligence
information or ﬁaterial;

"(2),‘the application has been made by a Federal
officer and approved by the Attorney General;

"(3) onvthe basis of the fagts submitted by the
applicant there is probably cause to believe that:

"(A) the target of the electronic surveil-
lance, mail opening or surreptitious search and
seizure is a foreign power or an agent of a
foreign power; and

"(B) in the case of electronic surveillance

or surreptitious search and seizure the facilities
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or place at which the electronic surveillance
or surreptitious search and seizu;e is directed
are being used, or are about to be used, by a
foreign power or an agent of a foreign power;
"(4) minimization procedures to be followed are

reasonably designed to accomplish their purpose; minimige

Ehe-aequigieiéa:-feteneieﬁ7-and-éissemiaaeien;-and—se
require—ehe—expungiﬂg;—ef—infefmaeien—relatiag—ts
permaaeﬂe-residene—aliens—er-eieizens-eﬁ—she—vﬁiéed
ﬁeates—EhaE‘is—aee-ﬁereign~inteliigeaee—iaférmatien,
dees-neE-relaEe-Ee—Ehe-abiliey—eﬁ—Ehe-UaiEeé—SEaEesﬁ
Y4A)--to-proteet-itself- against- aeﬁual -or
petenﬁial attaek-or-other-grave-hostile-aects-of
a-foreign-power-or-an-agent-of-a-foreign-pewer;
”{B)——te-previde-fer-Ehe—ﬁaﬁieﬂal-degense
er—the-seéuriﬁy-ef-the—Na&ien:
‘U(G}--Ee—previde—fer—Ehe—eeaduet-e%—ﬁhe~fer-
eign-affairs-of-the-bnited-States.

V U{B)—-Ee-pretee&—against—Eheﬁéerrerist—aeti-
vieies-e£—a—fereign—pewer—ef—an-agent—e£-a-fereign
pewers

. ”{E)——te-preteee-iEse1£-against-ﬁhe—sabe&age
aetivities-ef-a-foreign- pewer-er-an-agent-ef-a
foreign-pewers-or ;

D{F)--te-preteee—i&self-against—Ehe-elan-
desEiﬁe-inEeliigenee-aetivities—ef—an-intelligenee
serviee-er-network-ef-a- fereign-power-or-an- agent

ef-a-foreign-powers

.

except, that appropriate steps shall be taken to insure
that information maintained solely because it is foreign

intelligence information or material as defined in

. section 2521 (6)(B)(ii) infermation-retained-whieh
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selely-beeause-it-relates-selely-to;-and-because-of-its

imperEanee—is—éeemeé-esseﬂeial—te—Ehe—eeﬁdueﬁ-e£Ffefeign

affairs, shall not be maintained in such a manner as to

permit the retrieval of such information or material by

reference to a United States person who is a party to

a communication intercepted as provided in this chapter

or identified thfough mail opening as surreptitious searéh

and seizure conducted pursuant to this chapter;
U{5)--if-the-target-of-the-eleetronic-surveillanece

is-a-foreign-power-which-qualifies-as-such-selely-on

the-basis-tﬁat—it—is-an-entity—eontroiied-and—directed

by-a-foreign-government-or-governments;-and-uniess-there

is-probable-cause-to-believe-that-a-substantial-number

of-the-officers-or-executives-ef-such-entity-are-offieers

- or-employees-of-a-foreign-government;-er-agents-of-a

foreign-pewer-as-defined-in-section-2523(2){B)5-{€J)+-<DI);
or-{E);-procedures-to-be-follewed-are-reasenably-designed
to-prevent-the-acquisitionr-retentions-and-disseminatiens
and-te-preven€-ﬁhe‘aequisitienq—fetentien;-and—dissemina—
tions-and-te-require-the-expunging-of-communieations-of-
permanent-resident-aliens~-and-eitizens-of-the-United
States-who-are-not-officers-or-exeeutives of-sueh-entity-
respensible—fer—ﬁhese—areas—ef—its-activities—whieh‘
invelve-foreign-intelligenee-informations |

"(5) the application which has been filed contains
the description and certification or certificatioms,
specified in section 2524(a) (7) and (8), and there is

probable cause ne-eempeiling-reasen to believe that

such certification or certifications are correct.

"(b) An order approving an electronic surveillance

under this section shall --

"(l) specify -~

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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"(A) the identity or a characterization

. of the person or entity who is the.subjegs target
P - of the electronic sqrveillance;
"(B) the nature and location of the faéil—
"] - ities br'the place at which the mailropening will
: be conducted or at which the electronic surveil-
3 'I1ance Oor surreptitious search and seizure will be
, directed; '
) "(C) the nature of information or material
_ g v v - sought to be acquired including a particular
description of the information or material to be
seized through surreptitious search and seizure;
' o . "(D) the means by which the electronic
| " surveillance, mail opening, or surreptitious
. N search and seizure will be effected; and
» "(E) the period of time during which the
electronié surveillance or mail opening is approved
or the period of time in which the surreptitious
search and seizure is to be carried out; and
"(2)_ direct -- '
e : "(A) that the minimization‘procédures be
¥ - followed; |
A . "(B) that, upon the request of the applicant,
the Postal Service of the United States, a specified
communication or other common carrier, a landlord,
custodian, contractor, or other specified person
—— 4 may furnish the applicant forthwith any and all
information, facilities, or technical assistance,
necessary to accomplish the electronic sufveillance,
_— ‘mail opening, or surreptitious search and seizure,
aﬂd-thaé—sueh-iafermaEienT-faeili&ies:-er-teehﬂieal

- assistance_furnisbed-must-be-pruvfded in such manner

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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as will protect its secrecy and produce a
minimum of interference with the services that
such service carrier, landlord, custodian, con-
tracﬁor, or other such person is providing that
target of electronic surveillance, mail opening,
or surreptitious search and 'seizure, grovideq

that a landlord, custodian, contractor or other

specified person may decline to cooperate in

the electronic surveillance, mail opening, or

surreptitious search and seizure and shall be

notified of the right to so decline; and

"(C) that the applicant compensate, at the
prevéiling'rates, such carrier; landloxd,
custodian, or other person for furnishing such
aid.

"(c) An order issued under this section may approve .
and electronic surveillance or mail opening for the period
necessary to achieve its purpose, or for ninety days, which-
ever is less. Extensions of an order for electronic surveil-
lance or mail opening issued under this chapter may be granted
upon an applicatioﬂ for an extension made in the same manner
as required for an original application and after new findings

required By subsection (a) of this section. In connection

with - the new finding of probable cause, the judge may require

the applicatnt to submit information obtained pursuant to

the original order or to any previous extensions, or any other
information or evidence as he finds necessary to make such
new findings. Each extension may be for the period necessary
to achieve the purposes for which it is granted, or for

ninety days, whichever is less,

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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"(d) An order authorizing a surreptitious search and

seizure issued under this section shall specify a period of

time, not to exceed ten days, which' such search and seizure

. is to.be carried out.
"(e) Nothwithstanding any other provision of this
} chapter when the Attorney General reasonably determines
j' v that --
et "(1) an emergency situation exists with respect
to the employment of electronic-surveillance, mail
M _ opeﬁh&; or surreptitious search and seizure to obtain
foreign intelligence information or‘material before
i ‘ én order authorizing such technique can with due
. ‘ diligence be obtained, and
» "(2)  the factual basis fof issuance of an order
under this chapter to aﬁprove such technique exists,
. " . he may authorize the cmergency employment of such
. ‘  technique if a judge designated pursuaﬁt to section 2523
"of this title ié informed by the Attorney General or
his designate at the time of such authorization_thét the
decision has been made to employ the technique under
emergency circumstances and if an application in accor-
dance with this chapter is made to that judge as soon
aslprac;icable, but not more than twenty-four hours
i v after the Attorney General authorizes the employment
- of such.technique. If the Attorney General authorizes
—_— such emergency embloyment of electronic surveillance,

mail opening, or surreptitious search and seizure, he

i:ﬁ , ‘ shall require that the minimization procedures required
' by this chapter for the issuance of a judicial order
be followed. In the absence of a judicial ofder
- approving such technique, the surveillance, mail épening,
‘ or authority to conduct a surreptitious search and
- v .

seizure shall terminate when the information sought is
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_obtained; when the application for the order is denied,
or after the expiration of twénty—four hours from the
time of authorization by the Attorney General,rwhich—
ever is earliest. 1In the event that such épplication

- for approval is denied, or in anonther case where the
electronic surveillance or mail opening is terminated
or the surreptitious search and.seiéure is carried out
without an order having been issued, no information
obtained or evidence derived from such surveillance,
mail oéening:or surreptitious search and seizure shall
be received in evidence or othefwise disclosed in any
tiral,.hearing or other proceeding in or before any
court, grand jury, department, office, agency, regulatory
body, legislative committee or other authority of the
United States, a State, or a political subdivision
thereof, As provided in section 2523, a denial of the

application may be appealed by the Attorney General,

and an approval of the égplication by the Special Court

of Appeals established in section 2524 may be appealed

by the respondent District Court judge.

"(£) A judge denying an order under this section or
a panel affirming or overruling such denial under section

2523(b) shall state the reasons therefor,

'"'§2526 Use of information.

“(a) Information br material acquired from an electronic
surveillance conducted pursuant to this chapter may be used and
disclosed by Federal officers and employees only for the

enforcement of the criminal law or for purposes relating to

the ability of the United States:
"(1) to protect itself against actual or poten-
tial attack or other grave hostile acts of a foreign

power or agent of a foreign power;
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"(2) to pfovide fecr the national defense or the
security of the Nation;

"(3) to provide for the conduct of the foreign
affairs of the United States;

"(4) to protect against tﬁe terrorist activities
of a foreign power or agent of a foreign power;

"(5) to ﬁrotect itSelf against the sabdtage
activities of a foreign power or agent of a foreign
power; or

"(6) to protect itself against the clandestine
intelligence activities of an intelligence service or

.network of a foreign power or agent of a foreign power.

No information or material acquired from an electronic surveil-

lance conducted pursuant to, or in violation of this chapter,

may be disclosed to anyone except to a Federal or state officer

or an officer of a foreign government for the purposes specified

in this subsection, or to such persons as are necessary, in-

cluding a potential victim, to prevent a crime of violance,

or.to a Committee of the Congress for purposes of congressional

oversight, or to a court for purposes of judicial proceedings.

No otherwise privileged communication obtained in accordance
with or in violation of, the provisions of this chapter shall
lose its privileged character.

"(b) The minimization procedures required under this
chapter shall not preclude the retention and disclosure, for
law enforcement purposes, of any information or material which

constitutes evidence of a crime if such disclosure is accom-

panied by a statement that such evidence, or any information

derived therefrom, may only be used in a criminal proceeding

with the advance authorization of the Attorney General.

"(c) No information or material obtained or derived

from an electronic surveillance, mail opening, or surreptitious

Approved For Release 2006/01/30 : CIA-RDP80M00165A0006001300I03-2
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search and seizure shall be received in evidence or otherwise
used or disclosed in any trial, hearing, or other proceeding
in a Federal or State court unless,iprior to the trail; hearing,
or other proceeding or at a reasonable time prior to an effort
to disclose the information or material or submit it in evidence
in the trial, hearing, or other proceed%ng, the government
notifies the court of the source of the information or material
and the court, in-eaméra—ané—ex?arﬁe; determines that the
surveillance, mail opeing, or surreptitious search and seizure
was authorized and conducted in a manner that did not violate
any right afforded by the Constitution and statutes of the
United States to the person against whom the evidence is to
be introduced. In making such a determination, the court,
after reviewing a copy of the court order and accompanying
application in camera, shall order disclosed to the person
against whom the evidence if to be introduced the order and
application, or portions thereof, if it finds that there is a
reasonable question as to the legality of the surveillance and
that such disclosure would promote a more accurate determination
of such legality or that such disclosure would not harm the
national security. ‘
""(d) Any person who has beenva subject of electronic
surveillance, -mail oﬁening, or surreptitious search and seizure
and against whom evidence derived from such electronic sufveil—
lance, mail opening. or surreptitious search and seizure is to
be, or has been, introduced or otherwise used or disclosed in
any’ trial, hearing. or proceeding in or before any court,
department officer, agency, regulatory body, or other authority
of the United States, a State, or a political subdivision
thereof, may move to suppress any information or ﬁaterial
acquired by such technique, or evidence derived therefrom,

on the grounds that --

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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"(1) the information or material was lawfully
interceﬁted or seized;

"¢2) the order of authorization or approvall
under which it was intercepted or seized is sufficient
on its face; or

"éB) the interception or seizure was not in
cbnformfty with the order of authorization or approval.

Such motion sﬁall be made before the trail, hearing, or pro-

-ceeding unlesé there was no opportunity to make such motion

or the person;was not aware of the grounds of the motion. If
the motion isfgranted, the information or material acquired
by such technéque or evidence derived therefrom shall be
suppressed. lhe judge, upon the filing of such motibn-may
in his discregion make available tovthe person or his counsel
for inspectioé such portions of the information or material
or evidence dérived_therefrom as the judge determines to be
in the interegts of jﬁstice.

"(e) I% an emergency employment of electronic sur-

veillance, mail opening, or surreptitious search and seizure

is authorized iunder section 2525(d) and a subsequent order

approving theiemployment of such technique is not obtained,

the judge sha@l cause to be served on any Uniﬁed States péfsbn
named in the %pplication and on such other United States person
subject to suéh technique as the judge may determine in his
discretion itsis in the_interest of justice to service, notice
of --

"(1) the fact of the application;

"(2) the period of the surveillance or mail
openingior the date of the surreptitious search ‘and
seizufei

"63) the fact that duriﬁg the period or on that

date foreign intelligence information or material was
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Or was not obtained. On an ex parte showing of good
cause to the judge the serving of the notice requlled
by this subsection may be postponed or suspended for
‘a period not to exceed nineﬁy days. Thereafter, on
"a further ex parte showing of good causé, the court
shall forego ordering the serving of the notice re-

quired under this subsection.

''§2527 : Reﬁort of certain investigative techniques.

“(a) In April of each year, the Attorney Generél shall
report to the Adminstrative Office of the United States Courts
and sﬂall transmit to the‘Congress with respect to the preceding
calendar year -- _ ‘

"(1) the number of appllcatlons made for orders
and extenSLOns of orders approving electronic survell—
lance, mail openlng, and surreptltloﬁé éearch and_”w‘»kn-
seizure and the number of such orders and extensions
granted, modified, and denied;

"“(2)  the periods of time for which applications
granted authorized electropic'surveillances and ﬁail

~openings and fhe actual duration of suéh electronic
surveillances and mail openings;
| "(3) the number of such surveillances and mail
openings in place at any time durlng the preceding

year; and -

"(4) the number of such surveillances and mail

"openings terminated during the preceding year.

"(b) Within seventy-two hours of the initiation of

any electronic surveillance, mail opening, or surreptitious

search and seizure, the target of which is an agent of a

foreign power as defined in section 2521 (b) (2) (D) of Chapter 120,

the Attorney General shall, under-a-written-injunetion-of

seereey-if-neeessary; report to the Select Committee on

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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Intelligence of the United States Senate and-the-Committee
eﬁ—Ehe-Judieiary-ef—Ehe—Seﬁate-and—ﬁhe—Hause—eﬁ-Represeﬂtaj
tives, and such committeee or commiteess of the House of
Representatives as the Speaker of such House of Representatives
shall designate, or to such representatives as are designated
by such committees, the facts and circumstances requiring
such electronic surveillance, mail opening, or surreptitious
search and seizure.

"(c) The Select Committee on Intelligence of the United

States Senate is authorized to obtain such additional infor-

mation as it may need to carry out its duties pursuant to

Senate Resolution 400, 94th Congress, agreed to May 19, 1976,

as such resoltution may be extended as amended.

"(d) Any agency authorized to conduct signéls intelii-
gence on behalf of the United States Government shall report
to the Select Committee on Intélligence of the United States
Senate every ninety déys of the number of instances of
dissemination during such period of information which iden-
tifies a person which is not>a foreign power derived from the

acquistion of communications by electronic, mechanical, or

other surveillance device not falling within the definition

of electronic surveillance.

"§2528 Common carriers. ' , .

"No agency of the United States may request, directly

-or indirectly, any communication from any commerical carrier,

if such communicaﬁion would not be directly available to
such agency except through electronic surveillance, unless
such agency is authorized by a court order granted pursuant
to this chapter or chapter 119 tc obtain such communication

or otherwise authorized by the Communications Act of 1934.
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SEC. 3. The provisions of this Act and the amend-
ment made hereby shall become effective upon enactment:
Provided, That, any elecfronic surveillance approved by
the Attorney General to gather foreign intelligence infor-
mation shall not be deemed unlawful for_failure to fbllow
the procedures of chapter 120, title 18, United States Code,
if that surveillance is terminated or an order approvxng
that surveillance is obtained under this chapter within
sixty days following the designation of the first judge
pursuant to section 2523 of chapter 120, title 18, United

States Code.

'SEC. 4. Chapter 119 of title 18, United States
Code, is amepded as foilows: ‘
(a) Section 2511(1) is amended‘——

(1) by inserting "or chapter 120 or as
otherwise‘authorized by a search warrant or order
of a court of competent'jurisdiction," immediately
after "chapter" in the first sentence;

. (2) by inserting a comma and "or, under
color of law, w111fully engages in any other Eorm
of electronic surveillance as defined in
chapter 120" immediately before the semicolon

in paragraph (a).

Ap.proved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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“(3) by inserting “or information obtained under
color of law by any other form of clectronic surveil-
lance us defined in chapter 1207 immediately after
T3 . . . . ’y 13

contents of ary wire or orul communication’” in para-

graph (c);

{4) by inserting “or any other form of electronic

surveillance, as defined in chapter 120,” iimmediately

)

before “in violation” in parugraph (c);
(5) by inserting “or information. obtained under

color of law by any other form of electronic surveil-

v e L e it e

lance as defined in chapter 1207 immediately ofter

!

i\

i “any wire or oral communication” in paragraph (d);

t and

— (6) by i);scz'lilrg “or any other form of electronic
L surveillance, as defined in ('haplef 120, immediately.
' ) before “in violation” in parugrapl (d}.

} o . e e ——

‘ “(b)(1) Section 2511(2)(u)(i) is wnended by insert-
¢ ing the words ‘or radio communication’ after the words ‘wire
= | ‘ . communication’ and by inserting the words ‘or ot}zez'iuisq

§ | acquire’ after the word ‘intercept.’ _ .

: “(2) Section 2511(2)(«)(ii) is amended by inserting
T the words ‘or chapter 120° «fter the second appearance of
— the word ‘chapter, and by striling the period at the end
ey »

I thereof and adding the following: ‘or engage in electronic

' N

| surveillance, as defined in chapter 120: Provided, however,
— That before the information, facilities, or technical assist-
—eameut
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ance may be provided, the investigative or law enforcement

l officer shall furnish 1o the officer, employee, or ugcncy of
-
the carrier either—

“ ‘(1) an order signed by the authorizing judge cér-
tifying that court order directing suci; assistance has
been issued, or

“2) in the case of an cmergency sur-veilla.uce as
provided for in section 2518(7) of this chapter or sec-
tion 2525(d) of chapter 120, or a surveillance con-
ducted under the provisions of section 2528 of chapter
120, a sworn statement by the investigative or law
enforcement officer certifying that the applicable stat-
utory requirements have been met,

v ‘and setting forth the period of time for which the sur-
{ .
veillance is authorized and describing the facilities from
which the communication is to be intercepted. Any vio-
lation é)‘ this subsection by a communication common car-
" rier or an oﬂicér, employee, or agency thereof, shall render

the carrier liable for the civil damages provided for in
P v

section 2520. ", . :
! “fc){1) Section 2511(2)(b) is amended by inserting
: the words ‘or otherwise enguge in clectronic ’surveillance, as
defined in chapter 120, after tite word ‘radio.

“(2) Section 2511(2)(c) is amended by inserting the
words ‘or engage in electronic surveillunce, as defined in
chapter 120, after the words ‘oral communication’ and

by inserting the words ‘or such surveillance’ after the lust
word in the puragraph and before the period. v
“(3) Section 2511(6) is amended by adding at the (frl_(l
‘ of the section the following provision:

“Ye) It shall not be wnlawful under this chapter

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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Qo ' _ or chapter 120, or seetion 605 of thc Commissions Aet
_-'Ti, 4 of ]‘)H for an officer, employee, or agent of the United
States in the normal course of his official duty. 1o con-
s ]
{) ‘ duct electronic surveillunce s defined in section 2321
: (b)(2) of chapror 120, for the sole l‘mrpoxc of deter-
mining the capability of equipment used 1o n/»)m'n
_ -[orezg,n lnl(’”ll!GNCC or the existence or capability of
1 ‘
equipment use(l by a foreign power or its agents: Pro-
vided, (1) That the test period shall be limi!e(l
' ' o
! ‘ extent and duration 1o that necessary to determine
C G
; the capability of the ('qmpnn'nr and (2) that the con-
tent of any communication e quired under this section
. shall be retained and used only for the purpose of (10!('1‘7
_“_J ' mim'ng_ the existence or capebility of such equipment,
shall be disclosed only to the officers conducting the test,
' : "y and shall be destroyed upon completion of the testing;

and (3) that the test may exceed ninety days only with
the prior approval of the Attorney General? ”

- (d) bctlwu 2a11(3) is repealed,

. . . . .
(e) Section 2515 is amended by inserting the words

. or electronic surveillunce as defined in chapter 120, has -

been mmlc after the word mrmcv])lml and by inserting the

97 PRI . 3 . N .
words ‘or other information obmmczl /rom. electronic sur-
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" veillance, as defined in chapter 120, after the second ap-
‘ . : .
. 1 . . 2
ot peurance of the word ‘communication’.
= . ([) Seetion 251801} is amended by inserting the words
i “wnder this chapter” afler the word “communication.
(g) Section 2508(4) is amended by inserting the waords
nnssni . . v X ’ | )
“under this chapler after both appearances of the words
— = Mrlre or oval communication”.
. _ (h) Section 2518(9) is amended by striking the word
“intercepted” wnd inserting the words, “intevcepted pirsuant
C lo this chapler” after the word *covummication’”.
. (i) Section 2518(10) is amended by striking the word
“llercepted” and inserting the words “intercepted pursuant
\i‘ ] to this chapter” after the first uppedance of the wword
i £l . . "
— commnieation .
(i) Section 2519(3) is umended by inserting the words
: l N Cpursnant o this chapter” after the words “wire or oral
g .
! communications™ and after the words “grawted or dewled”,
1

“ . .
(k) Section 2520 is amended by deleting all before

subsection (2) and inserting in lie hereof: * .
2 nserting in liew thereof: ‘any person

other than an agent of « foreign power as defined in section

25.?1(1;) (2)(4) of chapter 1

20, who has been subject to

. electronic survetllance, as defined in chapter 120, or whose

wire or oral communication has been intercepted, or about

e
.- whom information has been disclosed or used, in violation
of this chapter, shall (1) have a civil cause of action againse '
, - any persont 1cho so acted in violation of this chapter and’”
Frgmed
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SEC. 5. Section 2236 of title 18, United States

Code is amended to read as follows:

''§2236. Searches without warrant.

"(a) Whoever, being an officer, agent, or
employee, of the United States or any department or
agency thereof willfully --

"(1) searches_any private dwelling or any
other building or property, without a warrant
issued pursuant to the Federal Rules of Criminal
Procedure or chapter 120 of title 18; or

"(2) opens any foreign or domestic mail
not directed to him without a wérrant authorizing

such opening issued pursuant to the Federal Rules

of Criminal Procedure, or chapter 120 of title 18,

or without the consent of the sender or addressee
of such mail shall be fined not more than $10,000

or imprisoned not more than five years, or both.

"(b) This section shall not apply to any person -~

"(1) serving a warrant of arrest; .

"(2) arresting or attempting to arrest a
person committing or attempting to commit an
offense in his Presence, or who has committed or
ié suspected on reasonable grounds of having
committed a felony;

"(3) making a search at the request or
invitation or with the consent of the occupant
-0of the premises;

"(4) making a search or opening mail
under emergency circumstances pursuant to
section 2525(e) of title 18; or

"(5) serving as a custems : officer in-

specting mail from outside of the United States.

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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SEC. 6. On or before March 1979, and on the
first day of ﬁarch of each year thereafter, the Select
Committee on Intelligence of the United States Senate shall
report to the Senate concerning the implementation of this
chapter. Said reports shall include but not be limited to
an analysis and recommendations concerning whether this
chapter should be (1) amended, (2) repealed, or (3) per-

mitted to continue in effect without amendment.
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DDCI was concerned
response because there was no reference %o the purely
geological aspects - tectonies, ete. - but only to - '« .
problems concerning the use of imagery,. If you feel that
these aspects are so tied together that indeed the letter

If his point is well taken, could you have your -staff do

. THanks for the trouble,

Z7DIGT

- Date 18/3/77

(TEem —~_ o

B
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CENTRAL INTELLIGENCE AGENCY '~ CZ/Qf}~

SUGGESTED QUESTIONS —
Q CoOBY \j? or é§?<§

No.@F'PQGES_fKQL*_

General
1. There have been a number of changes in the Intelligence
Community management structure in the recent past.

-~ What effect have such changes, like E. 0. 11905,
had on your operations and management arrangements

within the Community? ~ | 8
DDCI-- Q&A #1. . .
-- What impact did the Committee of Foreign Intelli- 25X1

gence have on your FY 1978 budget request?

In DCI speech -- CFI/OMB/Presidential review reduced it from

~-- In your view what are the principal strengths and
weaknesses in these new management arrangements?

. DCI and/or DDCI -- personal opinion. -
2. Intelligence activities, and their resource requirements,

should be driven by policymakers' information needs.

-- In your view, what are the principal strengths
and weaknesses in current mechanisms for setting ,
requirements and establishing priorities?
DCI and/orDDCI -~ personal opinion.
-- Could you give some specific examples of how require-
ments and priorities influenced resource considera-
tions in formulating your FY 1978 budget?

-- Are there any priority national concerns going
uncovered because of resource constraints?
DCI or DDA No, but some get less attention; and lower priority concerns suffer
€ Agency receives some |annually, 25X1

in addition to its regular appropriations, from other
government agencies in the form of transfers and reimbursements.
-- What statutes and limitations govern these transactions?

-- What is the difference between transfers and reimburse-
ments? Do the same controls and limitations apply
to both? 25X1

Comptroller -- authority cited in budget book, page II-3. 25X1

Advances -- reimbursements less than
Approved For Release 2006 IM00165A000600130003-2
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CONGRESSIONAL HEARINGS
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It is important that no MOre time
elapse prior to the satisfaction of this

request and in

any event prior to the

DDCI, 7E12 Hgs learings. Therefore, if you have no

oroblem with what we

are doing, would

7ou approve having it forwarded to
OLC for immediate processing.

On 3 Mardx‘1977, Dan Childs requested that

had from the Church Committee on CIA covert action.
Specifically, he wanted both 1977 and 1978 fumding
data, the current status of each activity, and a
Statement of the Presidential Findings or other
authorities under which each was being conducted,
Childs was asked to put this request in writing.
You received a letter (copy attached) from Eill
Hathaway dated 4 March.

The materials have been prepared by DDO and
are attached under a letter from Admiral Turner to
the Senator. It is our understanding that this

8, S with the 1t ired du £
s g corr‘talsapomgg tg Sgtgigrrgss? ﬁes or

James H, Taylor, Comptroller

Distribution:

Original. = DDCI, w/att
{17 e

1 - Compt Chrono
1 - Compt Subj

1 - AC/Res

R P q
A B

B

Pty
St i‘.lr ;.“ ®

ERe)
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Compt 77-0449 @382

Washinglon. [ C. 20505

18 WAR 877
Honorable William D, Hithaway, Chairman
Subcommittee on Budget Authorization
Select Committee on Intelligence
United States Senate
Washington, D. C. 20510

Dear Mr. Chairman:

Ilnclosed, in response to your request of 4 March 1977,
is the updated material related to CIA's covert action activities
originally discussed by Mr. D. Chllds with members of my
Comptroller staff.

I would be remiss if I did not indicate to you the increased
uneasiness I have regarding the continued provision of ever-increasingly,
detailed information on some of CIA's most sensitive activities.

I note this uneasiness only to reinforce what I am sure is your own
concern that every effort be made to protect this information and
prevent public disclosure.

As you know, we will be appearing before the Committee soon,
and I look forward to seeing you then.

Yours,

'/a/ Stansfield Turner

STANSFIELD TURNER
Admiral, U.S. Navy

Enclosure

Distribution:
Orig - Add'e, w/att
1 - DCI, wo/att

STAT

1 - DDCI, wo/att = 14
1 - OLC, wo/att *=<
1 - ER, wo/att
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CENTRAL INTELLIGENCE AGENCY B
WaAsHINGTON, D.C. 20505

E:;e:st\ve ﬂeglsirY ‘

OLC 77-0804/A
March 10, 1977

Honorable William D, Hathaway, Chairman
Subcommittee on Budget Authorization
Select Committee on Intelligence

United States Senate

Washington, D, C. 20510

Dear Mr. Chairman:

I have your letter to Mr. Knoche of March 4, 1977 (R#6682)
regarding the Subcommittee review of CIA's covert action
activities. My staff is now looking into this matter, and we will
respond as soon as appropriate Agency offices have been consulted.

Sincerely,

SIGNED

George L. Cary
Liegislative Counsel

(238 ;

TR n v

Foaof
{ %

Distribution;
Orig -~ Addressee 1/1/‘ ER
1 - C&R Staff '
1 - OLC Subject
1 - OLC Chrono
STAT OLC:I (10 March 1977)
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JAKE GARN, UTAH, VICE CHAIRA_ w
. z
BIRCH BAYH sINLw CLIFFORD P, UASE, M.J,
ADLAI E. STEVENSON, ILL, STROM THURMOND, 5.C. . 4 5
WILLIAM 1, BATHAWAY, MAINE MARK O, HATFIELD, DREG, 13 "/ 7
“ WALTER D. HUDDLESTON, KY, BARRY GOLDWATER, ARIZ. QI *
JOSEPH R. BIDEM, JR., DEL. ROBERT T. STAFFORD, VT, Cxt f b %ia{ ’% " ' i
ROBERT MQRGAM, N.C, CHARLES MCC. MATHIAS, JR., MD, I e eﬁ e a e

GARY HART, COLQ.

SELECT COMMITTEE ON INTELLIGENCE
(PURSUANT TO 8. RES. 400, S4TH CONGRESS)
WASHINGTON, D.C, 20510

March 4, 1977

WILLIAM G. MILLER, STAFF DIRECTOR

IN REPLY PLEASE

REFER TO R# bbs2-

Mr. E. Henry Knoche
Acting Director
Central Intelligence Agency

Washington, ,b. C
Dear M che:

As you know, the Budget Subcommittee of the
Select Committee on Intelligence is currently

undertaking a comprehensive review of the
Intelligence Community's FY 1978 budget request.

We are now in the process of reviewing CIA's
covert action activities. The material contained
in your budget request does not permit the detailed
review of these activities that is required. The
Committee would appreciate your providing supple-
mental material for these activities on a project
basis.

Members of the Committee staff have discussed
this requirement with representatives of your
Comptroller staff and they are aware of the type
of information that we desire. In essence, the
material requested is an update of material pre-
‘viously provided the Committee

Thank you for your continued cooperation and
assistance. It will greatly facilitate the Com-
mittee's budget authorization process.

Sincerely,
S '

/

WilTiam D. Hathaway
Chairman
: Subcommittee on
Budget Authorization

" 348
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TALKING POINTS FOR MELRTING WITIL SENATQR INOUYE AND

MEMBERS QF THE SENATB.'SELECT COMUITTEE ON INTELLIGENCE

-7 Friday, March 18, 1977
o T Li30upana. -

'zgtrbductory Remdrks . e I N

1. Stan Turnev and T are wvery pleased to havé his
| opnortunlty for informal coqsultatlons on Lhe"”
arrangements the Executive Branch hac iOL raoortlhg N
on Jntelllgence matters to thé Congccss.'{- |

2. '1roderlck Baron of the Attorney Goneral s staftf and

3. .As Director of Ccntral 1nL0t11gence, AonLral Turner.t
is gnVlng very careful review to conltrol oL 3nboll1gcnc
1n£ormatlon in the Executive Branch.

4. The President beiieves aﬁ 1 do that the United States
must have a. fully gffectivg intelligénce proérém ih'il

~ keeping with oux naﬁiohal sccurify interésts.} f-"“

5. At the same time, we waht to ensure‘the &orrecﬁnesg and

legality of that prbgram, we want to ensufe-corfécé-'

dissemination and control of intelligence in the

Executive, and we want to ensure appropriatc accountability

to the Congress.

Approved For-Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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Existing Situation in the Congress

1.

w
)

The Congress has constitutional responsibilities to assure

that the Intelligence Community is appropriately subject to

the Congressional powers of appropriations, legislation,

and oversight.

Further, the product of the Intelligence Community should be
available, through briefings of committees, etc., to meet the.
informational needs of the Congress.

But in the process of overseeing and in receiving the classified

SouREES
intelligence product, sensitive intelligence,means must be protected

7
in the interest of maintaining an effective intelligence program.
For example, for CIA alone, secven committees are involved in the over-
sight process. Four in the Senate and three in the House:
Senate Select Committee on Intelligence, Armed Services -
Committee, Appropriations Committee, and Foreign Relations
Committee, and, in the House, the Armed Services, Appropriations,

. . . . s Noemally »AU2 LVES
and International Relations Committees. g/, ., + 6o meom B€LS Plus STrE~
Moreover, additional committces throughout the Congress have a right
to get involved in any intelligence activity affecting a matter within
their jurisdiction.

Joor—
Aside from overlapping committee jmﬁsdiciion,T Rule XI authorizes

every House Member to read the records of the oversight committees

and to attend their hearings.

Approved For Release 2006/01/30 : CIA-RDP80M00165A000600130003-2
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7. Turther, there is a constant push on behalf of personal, as opposed

to committce, staffers for access to compartmented substantive
intelligence briefings, which would proliferate exposure to sensitive
collection sources and methods.

8. In sum, intelligence‘fis a precious commodity. Its final product
should be shared with the Congress. Its activities should be subject
to Congress' constitutional responsibilities. But it cannot survive
if it is treated routinely, as if it were dealing with the Department

of Agriculture.

Issues Requiring Attention of the Congress

1. The Congress must itself decide how best to organize
and what procedures to adc;p’c so as to carry out Legislative
Branch responsibilities in the ficld of intelligence.

2. In these infqrmal consultations today, I want candidly
to mention three areas of concern to use as we consider
possible improvements in Executive~chislative procedures:

-~ Number of Oversight Committees: We think seven

committees is too many. One Joint Committee or
a House Select Committee paralleling the Senate

Select Committee would be preferabley coith &1 Lhes
ths J o;/u» Eowm,7Tss OrL the Lwo

INte LLI}E)AW@, G”“f”/fﬂfus /}%}z//-n/ w104 &
5(@;4(\;,,/& \;um@c/zc, /am 0 vE L ucSY/S‘///u’g
Noueces o« méEthids +hon now EXI1STS
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-~ Protection of Sources and Methods: 'This is

an extremely sensitive area and procedures must

be worked out which on the one hand would permit,

for example, the protection of agent names and
identifying information on intelligence services

of friendly or neutral countries which collaborate

with us, but at the same time, assure that committees
with oversight responsibility have the details
necessary for a proper uvnderstanding of

intelligence activities,

-- Third, Rules on Security and Access will require

careful attention if both cxecutive and legislative
are to be satisfied that handling and control of
sensitive intelligence documents and information
is adequate.
3. I think it would be useful if Stan Turner were to comment on these
points and any others that might usefully guide us in these con-
sultations.

Turner Remarks

1. I personally welcome close and effective Congressional oversight.
It keeps us on our toes. It also is one of the best ways to get needed
public support for intelligence by piving credit, where due, and assuring

the public, where needed, that their interests are being continually looked
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after. We can also do much more to satisfy the informational needs
(While @ pmtureen rt_%/ Ul Fresin e QUK LS FONLs
Lo

of the Congress,aslong-as-we-recognize that the executive is=ewe

cirer orrer. Making sure that Congress gets the information
) O o

from us that it needs is an important way to get a further return on
the public's investment in intelligence.
The oversight structure should be a further projection of our

country's will and ability to protect sensitive operational

details. B - . ; ABOUT ANE MUCL\
So LAR WE HAVE WOTHING TO COmALAINN ‘
~-= '3/% 'Dﬁmsug v THE h&SPDHSlBLE PARMMER, L}ouﬂ_ COMMITTEE A S
-~ The past period of investigations and dis- AcTED To PROTECT
. (0 BE
thAT whick = hld BE
PRercaelz0 '

closures have eroded our credibility to
protect sources. This is a very serious
problem where the anonymity of association
is a condition precedent {o cooperation.

-- 'The fact that foreign intelligence activities
are not within the scope of parlimentary
inquiry in éﬁ&@%o&#ﬁ{é also shapes the
perspecti{fe of those foreigners who cooperate
with us with the understanding that their

1

identity will be protccted,

- D
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-~ Concernpbout oy/‘abilit'y t\o live/ti}) to our commitments
.

on protcctyon f identities i /h/eightened by having

seven comphittees, with }0/1/ e 60 Members and 15 staff

briefed on sensitive ch/ert action.

1

A\

-- These facts contribute to an impression that our house
is out of order and that anyone who cooperates must
carefully consider the increased risk of exposure.

Joint Committee

1. First choice would be a single Joint Committee. Features of such
a committee which would enhance the projection of our credibility for
protecting sensitive operational sources:

-~ Ixclusive jurisdiction for legislation and rclated
oversight.

- Exc_:lusivc authority to investigate intelligence activities.

~- Exclusive recipient in the Congress of sensitivg operational
details, including covert action reporting.

-~ Sensitive information provided to the Committee would
not be available to non-Members.

-~ Strict rules for the secure handling of information'wi’chin
the Committee, and security clearances and security
agrecements with Committee staff pecrsonnel paralleling
what has becn established in your Committec. |

A Kt K I/’ R

Ixpress representation on the committee(s) from
Foreign Affairs, Appropriations and Armed Services.

-~ Provisions for periodic rotation of membership.
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2. Committee Membership should serve as the surrogates |
for the legitimate interests of other committees and for a
fairly broad political perspective within the Congress.
3. The Appropriationsdéommittees of both Houses would still be required
to appropriate money from the Treasury to support
intelligence activitics. To the extent that this is nccessary,
rules such as House Rule XI should be modified to limit
access to the sensitive information provided to justify
the budget solely to the Members and staff of the Appropriations
Subcommittees involved. |
4. Abﬁses - H-there-is-an-allegation-about-intelligence-abuse;—
/ﬁle Committee should .;ay,gs,{c'igaft@aﬁdfﬁtake -appropriate dction
. b
~- Requiriﬁfé the-Cessraitice to investigate 'any
complaint it receives from any Member or
cormmitiee, and Z‘r
-- Makiss the record of its findings available to
the appropriate leadership of the Congress.
This procedure would help assure the complaining Member or
committee that appropriate action has been taken without requiring
in the process either disclosure or confirmation of sensitive

operational details outside of the committee or the lcadership.

7
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Legislation - When legislation which may inadvertently

93]

impair sensitive lawful intelligencc activities is considered
by another committce, the Joint Committee should be used
as the conduit for understanding the problem and seeking
an appropriate remedy with the other committee but by
using the investigative and fact-finding resources of
the Joint Committee to assure that the problem is real
and the remedy sound. Again, the record could

“be maﬁe available to appropriate leadership outside
the committee, but the sensitive details would be
preserved from public disclosure or confirmation.

6. Fully\md curreptly informed: The conc ntr/a/fé‘l'of oversight in

one comrmittee increases the importance of insufigg that the committee be

kept fully and Currently informed,

é. Unusually sensitive information is deserving of special protective

procedures. They should help prevent the risk of disclosure while assuring
the committee all the details necessary to properly understand éll matters,
The pro.cedure could permit deletion of unusually sensitive information
from documents transmitted to the committee. The de‘.leted information
could be paraphrased. Where necessary the procedures could, hopefully
on a compartmented and limited basis, permit access to the information
without transmittal of the documents to the Congress, Examples of

information in this sensitive category would ba;
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~-Agent or informant names or opefational information revealing them.

~--Names of particular employees whose physical safety or future
careers might be placed in jeopardy by exposure.

——Aslsumed‘i.dentities",' locations or other information permitting
identification of defectors or refugecs who‘ might be targeted for retaliation,

~--Identifying information on intelligence services of friendly and
neutral countries who collaborate with U, S. iﬁtelligence agencies,

~-Identification of technical foreign intelligence operations of high
vulneré.bility or extremely high political sensitivity.

--Specific information on special relationships with private firms

established with the approval of top corporate officials.
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House Select Committee

Our fallback if a Joint Committee with all its advantages
is not achievable in the near future would be the establishment
of a committee in the Tlouse paralleling your Committee.

-- Need to achieve concentration of exclusive _
oversight in that commitiee and rules changes
against proliferation of sensitive information

_ beyond that committee or the Appropriation
Subcommittee which would consider budget requests.

-~ To concentrate covert action reporting under

Hughes-Ryan Amendment that law would i’lave

to be repealed or amended.

-~ In the aftermath of | | ' STAT

we got .signals frorm both the Senate Foréign

Relations Committee and the House International Relations
Committee supporting covert action reporting in one comumittee,
assuming that designees on the.commi‘t’cee reéeiving

the report would be watchful for foreign relations -

interests and perhaps that the Chairman and Ranking Minority
Member of the foreign relations committees could sit

in on the briefing.

10
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Other Changes to Impfove Security
1. Congressional Staffers |
-~ Access to génsitive briefings and materials should
be governed by uniform rules and the number of
Congressional staffers exposed to such information
should be reduced to the absolute minimum necessary.
-- The‘noed—to—know principle is as important to apply
to the Congress as it is within the executive.
We need Congressional support on the concepf
that only committee staffers may sit in on
committee briefi-ngs where sensiti\.fe maferial
is covered or have access to material after
the fact. |
-- The rules of the Senate Select Committee on
Intelligence spelling out procedure on non-disclosure,
security oaths, and tight control on paper flow
would be good examples to follow.
2. Maintaining a record in the Congrrss on sensitive briefings
has also been a problem because of the availability of the record to
other Members and the loosening of security as the information

proliferates,

11
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-- One solution is not to maintain a record within
the Congress of such sensitive material, but that
creates a dilemma in the event there is disagreement
on what was said.

-~ Another solution would be to have the information
authenticated for the record by both the committee
and the Executive Branch, and retained in the Executive
Branch. This would create a new category of documents
which technically constitutes neither committee records
(thus being unavailable to other Members under
House Rule XI) nor Agency records subject to

FOIA request.
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